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Summary

Digital transformation stands as a pivotal catalyst for growth and innovation in today's global economy. The rapid expansion of digital markets, encompassing new business models, underscores the urgent need to establish appropriate trade regulations and governance mechanisms to address their complexities and challenges effectively.

There is no doubt that collecting, processing, and sharing personal data have become indispensable for the modern data-driven digital economy. Starting from the premise that global data flows underpin cross-border digital trade, there is an increasing consideration of the need to strengthen data governance to address current data protection and consumer privacy issues.

It is becoming increasingly common to find chapters on digital trade in new trade agreements. These digital trade chapters often include rules governing transborder data flows. In this sense, new plurilateral trade agreements are shaping the regulatory environment for digital data.

Asia-Pacific countries have adopted some of the most advanced and developed agreements focused on digital trade, such as the United States-Japan Digital Trade Agreement, the Singapore-Australia Digital Economy Agreement (SADEA), and the Digital Economy Partnership Agreement (DEPA). The Comprehensive and Progressive Agreement for Trans-Pacific Partnership (CPTPP), for its part, contains an e-commerce chapter that applies to measures that “affect trade by electronic means” (a concept not defined), including provisions on personal information protection and cross-border transfer of information by electronic means, among others.

The DEPA, signed in 2020 among Chile, New Zealand, and Singapore, is one of the first comprehensive international agreements on digital commerce. During the negotiation process, Parties constantly referred to their intention to delineate an adequate framework for the progressive, reliable, and safe implementation of emerging technologies, including the governance of certain activities that underpin them, such as cross-border data transfers. It is to be noted that DEPA Parties envisioned this instrument as a model for possible World Trade Organization (WTO) e-commerce initiatives, as well as digital economy efforts within the Asia-Pacific Economic Cooperation (APEC) and other international bodies. Nonetheless, many DEPA provisions refer to non-binding commitments, starting points, or preliminary roadmaps for future collaboration. In this sense, it is worth asking: Does DEPA present a new approach to these issues, or does it reflect continuity with previous agreements?

Although the United States (US) did not participate in the negotiation process, DEPA contains language similar to the cross-border data provisions advanced by the US in the negotiations of what would eventually become the CPTPP. Among other relevant aspects, Parties strongly commit to facilitating the transfer of data across borders, even affirming the Parties' previous levels of commitment contained in other agreements. On this basis, it can be argued that this digital trade-focused agreement follows the US model on transborder data flows.

The purpose of this report is to analyze how the DEPA approach can shape or guide future negotiations and international governance rules on cross-border data flows and to determine whether DEPA provisions constrain governments from adopting their own standards on personal data transfers, identifying the possible added value of DEPA provisions.
Concerning the governance of personal data flows, DEPA’s provisions do not introduce anything significantly new; they are essentially identical to those found in the CPTPP, initially proposed by the United States. This circumstance could be somehow related to DEPA’s short negotiation period and countries’ divergent views on personal data regulation, which ‘inevitably required drawing heavily on existing agreements’. In this sense, at least as far as cross-border data flows are concerned, DEPA does not represent a new path but rather the continuation of the one traced by the United States.

When contrasting specific provisions of the CPTPP with those found in the DEPA, there are some subtle differences. That seem to reveal the intention of DEPA signatories not only to maintain the commitments reached in the CPTPP but also to deepen data transfer obligations, setting some common ground on cross-border data standards. In this sense, DEPA seems to demand a more active involvement from the signatory countries to achieve the interoperability of their different legal approaches, for example, through a commitment to endeavor to mutually recognize the other parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers. Nevertheless, while recognizing that DEPA’s personal information protection provisions are more detailed than CPTPP rules, it must be concluded that they ‘fail to set minimum standards’.

In a global context where consensus remains elusive due to varying and, in some cases, conflicting approaches to essential digital trade issues, the fact that one of the earliest comprehensive international digital commerce agreements has adopted the US model does not seem innocuous. If we consider that DEPA has been specially conceived and designed as a pathfinder to ‘influence and contribute to multilateral trade negotiations on digital trade’, by means of its flexible language and modular structure, it is not difficult to imagine that a wide accession and replication of its terms and provisions could end up producing a de facto harmonization under the US data governance model.

Additionally, this report will refer to how the DEPA has approached other emerging topics, in particular Artificial Intelligence governance, addressing, among other aspects, source code disclosure and access issues. In this regard, the real impact of the DEPA is notable for what it omits, i.e., commitments on non-disclosure of source code. Accordingly, it can be concluded that DEPA, unlike other new free trade or digital trade agreements, does not impose obstacles for parties to establish domestic measures in pursuit of algorithmic transparency, fairness, and accountability involving access to source codes or their algorithms.
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I. Introduction

Digital trade plays a central role in today's world, opening the door to more countries, to small companies and startups, and to billions of individuals. According to the International Data Corporation (IDC), by 2022 over 65% of all global domestic product will be digitalized, driving over $6.8 trillion of direct digital transformation (DX) investment between 2020 and 2023. This has led to a change in policymakers’ approach toward digital trade, which ‘has shifted from treating it largely as a traditional trade issue to recognizing its unique digital nature and tailoring the rules accordingly.’

Although ‘there is no single recognised and accepted definition of digital trade’, the terms “digital trade” and “e-commerce” are often used interchangeably. Nonetheless, it can be understood that the concept of digital trade, in a broad sense, is closely intertwined with the data-driven economy, i.e., with the datafication of trade and value chains (especially concerning the trade of services), a model that responds in some way to the fact that ‘data circulation, storage and analysis are increasingly one of the central features of contemporary capitalism’. In light of this, cross-border flows of digital data are ‘core to all fast-evolving digital technologies, such as data analytics, artificial intelligence (AI), blockchain, Internet of Things (IoT), cloud computing and other Internet-based services’, enabling ‘firms to use digital technologies to develop new markets’.

Even with the growing relevance of this issue, at the multilateral level, the World Trade Organization (WTO) has failed to reach an international agreement to address the different aspects of digital trade in a comprehensive manner. In this context, it is becoming increasingly common to find chapters on digital trade in new trade agreements (that could be described as the ‘resurgence of the spaghetti bowl of digital trade rules’). Such chapters often contain ‘rules referring to the cross-border flow of data and rules banning or limiting data localization requirements’. In the face of the failure of the WTO to reach a multilateral agreement on digital trade, preferential trade agreements are currently shaping ‘the regulatory environment for digital data by overcoming some of the problems and inconsistencies of the multilateral regime’, effectively creating ‘a new, albeit fragmented, governance framework for the data-driven economy’.

Asia-Pacific countries have adopted some of the most advanced and developed agreements focused on digital trade, such as the United States-Japan Agreement on Digital Trade, the Singapore-Australia Digital Economy Agreement (SADEA), and the Digital Economy Partnership Agreement (DEPA). The Comprehensive and Progressive Agreement for Trans-Pacific Partnership (CPTPP), for its part, contains an e-commerce chapter that applies to measures that “affect trade by electronic means” (a concept not defined), including provisions on personal information protection and cross-border transfer of information by electronic means, among others.
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16 On the other hand, it could be noted that the Regional Comprehensive Economic Partnership is taking a more cautious approach in this area.
The DEPA, adopted in 2020 between Chile, New Zealand, and Singapore, is one of the first comprehensive international agreements on electronic commerce. It is ‘not conceptualized as a purely trade agreement but one that is meant to address the broader issues of the digital economy’, given that DEPA’s main objective is ‘to establish basic rules to promote these countries as platforms for the digital economy’. DEPA Parties have highlighted that this agreement would contain ‘new approaches’ in digital trade issues, promoting ‘interoperability between different regimes’ and addressing ‘the new issues brought about by digitalisation’. Nevertheless, many DEPA provisions ‘remain relatively tentative, with commitments for future work and consultation as the framework gets developed further’. It is to be noted that the signatory states expressly considered that DEPA would support the WTO’s e-commerce initiatives, as well as digital economy efforts within the Asia-Pacific Economic Cooperation (APEC) and other international bodies. In this regard, this preferential agreement was negotiated with the aim of not only serving as a model for the regulation of new digital trade issues in the Asia Pacific region, but also with the ‘belief that its individual provisions could end up being cut, pasted and tailored for inclusion in other international agreements, potentially including a WTO agreement’.

This report aims to assess whether DEPA introduces a novel approach to cross-border personal data transfers or if it maintains consistency with prior agreements. Furthermore, it seeks to ascertain whether the international data flow regulations outlined in DEPA impose greater limitations on governments who seek to when establish new regulatory standards for personal data transfers. Based on the above, the following analysis seeks to answer the following main questions: Can the DEPA be considered a pathfinder for the future regulation of cross-border data flows? What is its ‘added value’ in these matters? What vision or approach does DEPA reflect and promote in these matters?

In the field of transborder data flows regulation, this standalone digital trade agreement arguably mirrors the United States (US) model, thereby reaffirming the commitment levels established in prior agreements, including CPTPP. Although the United States did not participate in its negotiation process, DEPA follows the language advanced by the US in the negotiations of the ‘Trans-Pacific Partnership’. The chapter on e-commerce ‘despite the US having dropped out of the agreement with the start of the Trump administration [...] reflects the US efforts to secure obligations on digital trade and is a verbatim reiteration of the Transpacific Partnership (TPP) chapter’. This is evidenced in cross-border data flows issues, following an approach that promotes ‘compatibility’ between different data protection regimes, ‘by essentially treating lower standards as equivalent’, which implies prioritizing ‘trade over privacy rights’. 
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20 Joint Ministerial Statement on the substantial conclusion of Digital Economy Partnership Agreement ("DEPA") negotiations. Available at: http://www.sice.oas.org/TPD/DEPA/Negotiations/DEPA_Int_Stnt_conclusion_e.pdf
22 ‘DEPA positions us to better shape and influence the progress of negotiations on digital trade issues in the WTO and elsewhere. The DEPA demonstrates to the WTO system what small states can do when they work together’ (New Zealand Ministry of Foreign Affairs and Trade, 2020b).
24 Mention should also be made to the influence exerted by the Digital 2 Dozen (D2D) report, developed by the USTR during the TPP negotiations, which contains a ‘set of rules and aims which is specifically drafted to be followed for the trade agreements related to open internet and digital economy’, which include ‘enabling cross-border data flows’ (Heda, 2016).
II. DEPA: Background, Motivation, and Purposes

Chile, New Zealand, and Singapore (given their status of outward-facing and trade-dependent economies) are considered “like-minded” countries, presenting themselves (and being recognized) as strong promoters of free, open, and rules-based international trade.

These three economies initiated the negotiation process that would lead to which is considered the ‘first free trade agreement linking Asia, the Pacific and the Americas’, i.e., the Trans-Pacific Strategic Economic Partnership, also known as P4, that came into force in 2006. This agreement was negotiated with an open and broad vision, aimed at ‘promoting the creation of a major strategic alliance for the liberalization of trade in the region’, which means ‘to create a platform for economic integration across the Asia Pacific’, also serving as a model for an eventual Asia-Pacific Economic Cooperation (APEC) Free Trade Agreement (Article 20.6 of the P4 agreement states that this agreement is open to accession ‘by any APEC Economy or other State’). P4 is promoted by its supporters as a milestone for the Asia-Pacific region: the TPP negotiation process—which would culminate in the CPTPP—emerged from P4.

In line with this same ethos, Chile, New Zealand, and Singapore launched on May 17, 2019, (on the sidelines of the 25th APEC Ministers Responsible for Trade Meeting) trilateral talks regarding an international agreement intended to set the regulatory contours of international digital trade, along with enabling the flourishing of new digital technologies. While free trade agreements such as the CPTPP address certain aspects of digital trade (including, for instance, modern e-commerce rules in Chapter 14), there is a prevailing recognition that ‘new barriers arise and new international approaches are required’. Consequently, this recognition has led to the formulation of standalone digital trade agreements.

Considering the role played by the P4 as the foundation of the CPTPP, Chile, New Zealand and Singapore have explicitly taken a “pathfinder” role in shaping regional trade rules, supported by their similarities as small trade-dependent countries that support open international trade policies. In this vein, these countries have also sought to engage actively in shaping the new cross-border digital markets rules, i.e., ‘the forward-looking standards on digital trade’, in an effort to address emerging challenges presented by digitalization.

27. Negotiation of this agreement began in 2022 as Pacific 3 (P-3), involving New Zealand, Singapore and Chile, with Brunei Darussalam joining later (Undersecretariat of International Economic Relations of Chile (n.d.). Acuerdos económicos—comerciales vigentes, Chile-P4. Available at: https://www.subrei.gob.cl/acuerdos-comerciales/acuerdos-comerciales-vigentes/p4
29. Petri and Plummer, 2020. ‘A clue that a tiny FTA - P4 – changed into a significant trade agreement in the Asia-Pacific region was the US participation’ (Yoshimatsu, 2014: 53).
31. ‘Data and digital trade chapters have been incorporated in regional agreements, such as the CPTPP, the Canada-United States- Mexico Agreement (CUSMA), and the Regional Comprehensive Economic Partnership (RCEP), and in stand-alone agreements, such as the US-Japan Digital Trade Agreement and Singapore’s digital economy agreements (DEAs) with Australia, South Korea and the United Kingdom’ (Fay and Ciuriak, 2022a: 2).
33. Press release by the Ministry of Trade and Industry of Singapore, 17 May 2019, Singapore Leads The Way In New Digital Economy Partnership Agreement With Chile And New Zealand. Available at:
While the CPTPP addressed e-commerce and digital trade issues as a sub-set of more comprehensive trade negotiations including intellectual property rights, technical barriers to trade, services, and rules of origin, DEPA Parties focused exclusively on negotiating disciplines on digital trade.\(^{34}\) It is understood that addressing these new issues is not ‘a matter of simply transposing regulations developed for the tangibles economy to the intangibles economy’,\(^{35}\) most of which were originally designed ‘with trade in goods in an analog world’.\(^{36}\)

Drawing from the Joint Ministerial Statement on the launch of Digital Economy Partnership Agreement negotiations,\(^{37}\) and press releases issued by the parties announcing the start of DEPA negotiations, the underpinnings of this process are as follows:

- business models and international trade have undergone a major transformation as a result of increasing digitalization (the new digital environment);
- the growth of digital trade has led to a lag in the development of relevant international trade rules and norms to better foster cross-border interoperability;
- there is a need for appropriate regulatory harmonization, which means creating new baseline digital trade rules applicable to emerging issues that impact the digital economy. In this regard, the DEPA would constitute a digital trade foundation, the first-of-its-kind and forward-looking agreement; and
- the DEPA is explicitly designed to complement and support the ongoing WTO negotiations on e-commerce, as well as digital economy work within APEC and other international fora.

DEPA negotiation concluded on January 21, 2020, after a short negotiation period.\(^{38}\) Chile, New Zealand and Singapore signed the agreement on June 12, 2020, entering into force for Singapore and New Zealand on 7 January 2021, following the ratification of the agreement by both countries.\(^{39}\) Finally, the DEPA entered into force for Chile on November 23, 2021.\(^{40}\)

---

34 Soprana, 2021: 151.
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38 ‘The plan to sign a final agreement just six months later inevitably required drawing heavily on existing agreements. This included borrowing from the electronic commerce chapters in the Trans-Pacific Partnership (TPP) and Comprehensive and Progressive Agreement for Trans-Pacific Partnership (CPTPP)’ (Kelsey, 2020).
40 Press release by the Undersecretariat of International Economic Relations of Chile, 23 November 2021, El Acuerdo de Asociación de Economía Digital (DEPA) entra en vigor en Chile y sus miembros inician grupo de trabajo con China para evaluar su accesión al acuerdo. Available at: https://www.subrei.gob.cl/sala-de-prensa/noticias/detalle-noticias/2021/11/23/el-acuerdo-de-asociacion-de-economia-digital-depa-entra-en-vigor-en-chile-y-sus-miembros-inician-grupo-de-trabajo-con-china-para-evaluar-su-accesion-al-acuerdo
III. DEPA’s Relevant Features: Open Character and Modular Design

Various scholars characterize the DEPA as a ‘stand-alone’, ‘sui generis agreement’, or as a unique trade agreement, emphasizing its distinct configuration. Additionally, DEPA is noted for its aspiration to broaden its membership, being open to other WTO members who can meet its standards. Consequently, this agreement would present a cross-regional spirit, which goes beyond the Asia-Pacific. DEPA is also described as ‘a living agreement’, one that is ‘able to evolve as new technologies emerge, and new challenges arise’. This adaptability is ensured through provisions enabling parties to amend the agreement when necessary, reflecting its responsiveness to the evolving digital landscape.

Considering the above, it is argued that the DEPA stands out for its incremental approach, characterized by an innovative modular design. It is argued that this agreement ‘puts in place a set of legal building blocks that can be stacked up in different combinations’, which allows future acceding parties ‘to pick and choose which specific legal commitments on digital trade they are willing to assume’. Notwithstanding that the agreement thematic modules ‘are intended to work together’, DEPA structure also allows that its different blocks ‘can be adopted and then slotted into other trade agreements’.

DEPA is divided into various subject-specific modules, which cover a wide array of topics involved in the digital trade, with three main objectives: facilitate seamless end-to-end digital trade; enable trusted data flows; and build trust in digital systems. Specific issues addressed are:

- business and trade facilitation (Module 2), including paperless trading (Article 2.2), domestic electronic transactions (Article 2.3), cross border logistics (Article 2.4), electronic invoicing (Article 2.5), trade of express shipments in electronic commerce (Article 2.6), and electronic payments (Article 2.7);
- treatment of digital products and related issues (Module 3), including customs duties on electronic transmissions (Article 3.2), non-discriminatory treatment of digital products (Article 3.3), and information and communication technology products that use cryptography (Article 3.4);
- data issues (Module 4), including personal information protection (Article 4.2), cross-border transfer of information by electronic means (Article 4.3), and location of computing facilities (Article 4.4);

---

41 Soprana, 2021: 165.
43 Fay and Ciuriak, 2022b.
45 New Zealand Ministry of Foreign Affairs and Trade, 2020a.
46 ‘[T]hrough the amendment procedure set in Article 16.3’ (Soprana, 2021: 161).
49 Honey, 2021: 3.
50 Bacchus, 2021: 1.
51 ‘Although the agreement offers no further definition of ‘trade in the digital economy’, some scholars have observed that it reflects a wider conception of what constitutes ‘digital trade’ under other agreements’ (Soprana, 2021: 153). Nevertheless, ‘module 1, article 1.1.1 of the DEPA defines the scope of that agreement broadly as covering “measures adopted or maintained by a Party that affect trade in the digital economy.”’ (Bacchus, 2021: 10). ‘Brought into the DEPA’s focus are several digital economy topics that do not, at first blush, appear to be about trade. These issues include, for example, artificial intelligence, online safety, and open government data’ (Honey, 2021: 4).
52 Fay and Ciuriak, 2022b.
• wider trust environment (Module 5), including cybersecurity cooperation (Article 5.1), and online safety and security (Article 5.2);
• business and consumer trust (Module 6), including unsolicited commercial electronic messages (Article 6.2), online consumer protection (Article 6.3), and principles on access to and use of the Internet (Article 6.4);
• digital identities (Module 7);
• emerging trends and technologies (Module 8), including financial technology cooperation (Article 8.1), Artificial Intelligence (Article 8.2), government procurement (Article 8.3), and cooperation on competition policy (Article 8.4);
• innovation and the Digital Economy (Module 9), including public domain (Article 9.3), data innovation (Article 9.4), and open government data (Article 9.5);
• small and medium enterprises cooperation (Module 10);
• digital Inclusion (Module 11);
• transparency (Module 13); and
• dispute settlement (Module 14).

It is asserted that one of the main advantages offered by DEPA is the fact that it is ‘made up of building blocks within a building block, resembling a multi-level complex adaptive system’.\(^{53}\) This, in turn, allows new parties seeking access to the agreement to ‘accept the different levels of commitments contained in each of these modules’.\(^{54}\) DEPA specific design not only facilitates adaptation to diverse political and technical domestic contexts\(^ {55}\) but also underscores that for signatory parties the ‘spread of DEPA is key’,\(^ {56}\) encouraging the international multiplication of its modules.\(^ {57}\)

All these elements would make the DEPA stand out among other new-generation trade agreements, providing for greater flexibility and scalability. DEPA flexibility would be reinforced by the fact that ‘many of its provisions are “soft law” rather than legally binding rules’,\(^ {58}\) establishing, in different sections, soft obligations for the parties that ‘do not directly require action from the members’\(^ {59}\). In this sense, it is argued that many DEPA provisions ‘remain relatively tentative’ so that ‘parties can be in compliance by simply endeavoring to comply’.\(^ {60}\) Also, it is alleged that DEPA provisions ‘are simply to affirm existing obligations, share best practices, begin discussions and establish frameworks for future cooperation’,\(^ {61}\) including the promotion of ‘mutual recognition and acceptance of various norms and standards related to the digital economy’.\(^ {62}\)

It is worth noting that while DEPA’s modular and flexible nature grants it the capacity to address a wide array of issues,\(^ {63}\) it may impede the attainment of the agreement’s overarching objectives. This is because it could hinder the adoption of a holistic approach to the multifaceted challenges posed by the digital economy. In this sense, the configuration of the DEPA around separate and distinct modules, that are ‘each whole unto themselves’,\(^ {64}\) can make it challenging to reach comprehensive and consistent collective policies among the different (current and future) parties. It should also be also kept in mind that DEPA modules are

\(^{54}\) Bacchus, 2021: 7.
\(^{55}\) Ramasubramanian, 2020.
\(^{56}\) Asia Trade Centre, 2020
\(^{57}\) Bacchus, 2021: 7.
\(^{58}\) Honey, 2021: 2.
\(^{59}\) Huld, 2021.
\(^{60}\) Asia Trade Centre, 2020.
\(^{62}\) Huld, 2021.
\(^{63}\) Burri, 2021c: 92
\(^{64}\) Bacchus, 2021: 7.
separate but not equal, many of them containing soft law provisions, which may have an adverse effect on the real level of commitment of the participating countries, and ultimately on the potential impact and influence of this trade agreement.\footnote{Notwithstanding the foregoing, and as elaborated further below, some of the provisions, even if they are soft law, may have an impact on the way of interpreting other commitments undertaken by the parties.}

IV. How Does DEPA Fit Into the New Trade Landscape?

DEPA is promoted as ‘a more up-to-date model for what digital trade agreements should look like’,\footnote{Aaronson, 2021.} being also seen as a ‘template for new arrangements’\footnote{Xinzhen, 2022.} or ‘a dialogue platform that can discuss digital issues and norm formation, reflecting the rapidly changing characteristics of the digital economy’.\footnote{Inha Jeonse University Gazette, 2022.}

As discussed in earlier sections, DEPA parties were aware, right from the outset of the negotiation process, that this agreement would be a first-of-its-kind/digital-only deal (‘prior to the DEPA, governments have grappled with setting digital trade rules through a patchwork of e-commerce provisions and chapters in FTAs’),\footnote{Honey, 2021: 3.} which meant that DEPA was ‘designed to influence and contribute to multilateral trade negotiations on digital trade’.\footnote{Soprana, 2021: 168.} In simpler terms, it was conceived as a ‘forum expressly intended to influence how those issues will be addressed’.\footnote{Fay and Ciuriak, 2022b.} For example, the DEPA’s impact can be observed in ‘another “digital only” deal’, the SADEA, which ‘mostly borrows the DEPA’s modular approach’.\footnote{Bacchus, 2021: 8. Note that Australia and Singapore are co-convenors of the Joint Statement Initiative (JSI) on E-Commerce.}

It is also interesting to note that DEPA ‘gives other countries the opportunity to join the agreement through a process of accession, whilst also providing for the opportunity of withdrawal’.\footnote{Soprana, 2021: 152.} The first to be called upon to access the DEPA are the CPTPP signatory countries.\footnote{Keeping in mind that DEPA is open to other WTO members, interest in accessing the agreement extends beyond the Asia-Pacific region. See, for example, Joint Statement issued by representatives from 5 institutes and think-tanks are urging the UK government to access the DEPA (Available at: \url{https://freetrade.org/pdfs/DEPA_JointStatement_Final1.pdf}).} In this connection, on May 22, 2022, Canada ‘submitted a formal request to launch negotiations for Canada’s accession to the Digital Economy Partnership Agreement (DEPA)’.\footnote{Press release by Global Affairs Canada, 22 May 2022, \textit{Minister Ng announces Canada’s request to join the Digital Economy Partnership Agreement}. Available at: \url{https://www.canada.ca/en/global-affairs/news/2022/05/minister-ng-announces-canadas-request-to-join-the-digital-economy-partnership-agreement.html}} In May 2023, on the sidelines of the 2023 APEC Ministers Responsible for Trade Meeting, in Detroit, Peru officially submitted a request for accession to DEPA.\footnote{Agencia Peruana de Noticias, 26 May 2023, \textit{Peru submits request for adhesion to Digital Economy Partnership Agreement}. Available at: \url{https://andina.pe/agencia/noticia-peru-submits-request-for-adhesion-to-digital-economy-partnership-agreement-941575.aspx}}
Nonetheless, it is possible to appreciate that DEPA has generated greater interest outside the CPTPP bloc. On September 13, 2021, South Korea (The Republic of Korea, abbreviated as ROK) officially notified New Zealand, depository of the agreement, its intention to join the DEPA, after completing the domestic procedures to initiate negotiations on accession.77 On 9 June 2023, the Ministers of Singapore, New Zealand, Chile, and the Republic of Korea announced ‘the substantial conclusion of discussions on the ROK’s accession to the DEPA’.78 South Korea’s formal accession to DEPA signifies a notable milestone, as it becomes the first non-founding member country to participate in the agreement. China’s Ministry of Commerce (MOFCOM) filed on November 1, 2021, an application to join the DEPA,79 formally notifying New Zealand ‘of its intention to begin the process of accession to it’.80 It is argued that ‘joining the DEPA is in line with China’s efforts to deepen reform and conduct a higher-level opening up’,81 showing Chinese ‘willingness to be compatible with high-standard international digital rules’.82 On the other hand, it is perceived that China’s application to join DEPA ‘is likely to renew interest among other potential participants about acceding to this agreement’83 and could even ‘broaden DEPA’s role in developing international rules for digital economy’.84

It is plausible to maintain that DEPA ‘is a step forward from several more limited plurilateral attempts’.85 Moreover, it aspires to ‘serve as the template for a much larger digital trade agreement, including possibly at the World Trade Organization itself’.86 Certainly, as negotiations on the WTO Joint Statement Initiative (JSI) on electronic commerce negotiations are still underway,87 ‘the DEPA can be seen as an important step

In its press release, the MOTIE recognizes DEPA’s potential to ‘serve as an extensive platform for the establishment of a digital cooperation network in the Asia-Pacific region’.
79 Feifei, 2021.
80 Press release by the Ministry of Foreign Affairs of Chile, 23 November 2021, The Digital Economy Association Agreement (DEPA) enters into force in Chile and its members start a working group with China to evaluate its accession to the agreement. Available at: https://www.minrel.gob.cl/news/the-digital-economy-association-agreement-depa-enters-into-force-in
It is argued that China’s main motivation for applying to DEPA is to ‘gain a seat at the table in a forum which could help shape global digital economy rules’ (Zhou, 2021).
81 Xinzhen, 2022.
82 Nan, 2022.
83 Asia Trade Centre, 2021.
84 Nan, 2022. It is also worth mentioning that Costa Rica, in December 2022, requested to join DEPA (Ministerio de Comercio Exterior de Costa Rica, 23 December 2022, Comunicado de Prensa CP-2829 Costa Rica solicita adhesión al Acuerdo de Asociación de Economía Digital. Available at: https://www.comex.go.cr/sala-deprensa/comunicados/2022/diciembre/cp-2829-costa-rica-solicita-adesion-al-acuerdo-de-asociacion-de-econom%C3%ADa-digital/).
86 Fay and Ciuriak, 2022b.
87 On December 13, 2017, at the Eleventh Ministerial Conference (MC11) in Buenos Aires, 71 WTO members announced the JSI on electronic E-commerce, beginning exploratory work toward future WTO negotiations on trade-related aspects of electronic commerce. In February 2021, a total of 86 WTO members were formally participating in the e-commerce JSI negotiations. The topics covered by JSI E-commerce negotiations include electronic transaction frameworks, digital trade facilitation and logistics, cross-border data flows, customs duties on electronic transmissions, access to Internet and data, personal data protection, source code, and ICT products that use cryptography (Ismael, 2021: 1, 6, 10, 11). ‘Given the diversity of the parties to the JSI, which differ widely in their economic and socio-political structures, economic interests, and perspectives on digital freedom, a JSI is unlikely to be sufficient to curb barriers to digital trade’ (Hufbauer and Hogan, 2021: 2).
towards a broader multilateral agreement’. Thus, for example, a WTO digital trade agreement could structure some potential obligations as optional ‘in the same modular format as the DEPA and by drawing on the substantive obligations in the DEPA’. Nevertheless, it cannot be ignored that this agreement ‘share[s] much in common with traditional trade agreements in both format and language’. ‘On the one hand, all rules of the CPTPP are replicated’, as well as some rules contained in the United States-Mexico-Canada Agreement (USMCA), ‘such as the one on open government data (but not source code)’, and some US-Japan Digital Trade Agreement (DTA) provisions, ‘such as the one on ICT goods using cryptography’. In view of this, it is possible to state that ‘[o]verall, the DEPA is an ingenuine project’. For future accession processes, this factor—to replicate format and language contained in other agreements, especially the CPTPP—is far from being unproblematic. Notably, countries that are not signatories to the CPTPP may have reservations about adopting these provisions for various reasons. These reservations can stem from differences in both content and form, involving complex political, economic, and social considerations. This circumstance could affect the possibility that certain countries seeking to join DEPA accept all its modules. It should be noted DEPA provisions related to the governance of data flows (Article 4.3), ‘affirm’ the parties’ previous levels of commitment contained in other agreements. Among other effects, this would imply a reference to the commitments made by the three signatories to DEPA in the CPTPP (to which they are also a party). The situation described above certainly raises additional difficulties with accession of non-CPTPP parties to the DEPA.

Likewise, the differences, particularities, and potential advantages offered by other regional agreements in matters related to digital trade must be considered, for example, allowing room for domestic regulation or emphasizing cooperation regarding some special issues. Here, it is worth briefly referring to the Regional Comprehensive Economic Partnership (RCEP), signed on November 2020 by the Association of Southeast Asian Nations (ASEAN) member states (Brunei, Cambodia, Indonesia, Laos, Malaysia, Myanmar, the Philippines, Singapore, Thailand, and Vietnam) as well as Australia, China, Japan, New Zealand, and South Korea. Chapter 12 of the RCEP contains rules on digital trade and e-commerce, which provide an approach different from CPTPP regarding to the location of computing facilities, cross-border data transfers by electronic means, source code, and dispute settlement.

It could be argued that RCEP’s chapter 12 ‘is a good harbinger of the kind of agreement (should there be one) that we can expect from the JSI. This is because it showcases what China, the RCEP’s dominant member state, is willing to accept in terms of e-commerce/digital trade provisions’. In this connection, many of the RCEP provisions, for example, on localization requirements relating to computer facilities and cross-border data flows, would reflect China’s vision and preferences in terms of digital commerce, framed within the concept of ‘digital sovereignty’, providing ‘a more recent insight into the China’s positions’.

---

88 Soprana, 2021: 165.
89 Bacchus, 2021: 16.
91 Burri, 2021c: 92.
92 Burri, 2021c: 93.
93 On the other hand, it can be understood that non-CPTPP parties accessing DEPA might not be affirming CPTPP rules on data flows. Instead, they could be affirming, for example, RCEP provisions (which some DEPA signatories are also party to). However, the reference to “previous” levels of commitment could make this interpretation difficult.
94 Leblond, 2020. These provisions are ‘subject to wide-ranging exceptions’ (Jones et al., 2021: 12).
95 Leblond, 2020.
97 Jones et al., 2021: 43.
V. Data Processing as a Core Issue for Digital Trade: Overview of the Different Regulatory Approaches to Cross-Border Personal Data Flows

a. Data Realms

Collecting and processing digital personal data have ‘become indispensable for the business process’. In today’s global world, ‘large amounts of data flows course through the internet, over borders and between individuals, firms and governments to power the internet and associated technologies’, leading to the development of a big data-driven digital economy, which encompasses ‘all economic activities that use or are facilitated by digitized data’.

Starting from the premise that global data flows underpin cross-border digital trade, there is increasing consideration of the need to strengthen the international governance of digital data. Given this, privacy and data protection issues ‘have gained in the meantime importance and moved up on the negotiation agendas’. Nevertheless, ‘the inclusion of data governance as a trade-related issue complicates the policy process since it treats a critical yet complex policy matter’. In this context, the possibility of solving data governance challenges is hampered by the fact that three main international actors, the United States, the European Union, and China, ‘are creating three distinct data realms with different approaches to data governance’. It’s noteworthy that the US presents a sectoral approach that ‘let business set the rules and to self regulate privacy’, while EU Member States ‘ensure personal data protection under human rights law’, which finds expression in a comprehensive domestic regulation that grants strong protection to personal data, an approach that is not negotiable. On the other hand, China has implemented stringent personal data protection regulations that tend to promote its own data-driven economy and internal security.

Current rules governing cross-border data flows show two trends marked by the texts contained in the international agreements signed by the European Union and those signed by the United States, configuring

98 Wang et al., 2021: 543.
100 Chen, 2020: 1.
101 Yakovleva and Irion, 2020a: 201.
102 see e.g., ASEAN, 2017.
103 Burri, 2021c: 80.
104 Geist, 2018.
105 Aaronson and Leblond, 2018: 1.
106 Ibid. ‘The US is characterized by its “permissive legal framework”, which minimizes government regulation on the Internet and relies heavily on the self-regulation of companies’ (Chin and Zhao, 2022: 10).
107 Aaronson and Leblond, 2018: 15.
108 EU-style cooperation pledges in ICTs and e-commerce contain broad agreements in these issues, ‘except in the area of data protection’ (Wunsch-Vincent and Hold, 2012: 205).

In this sense, it is argued that China’s bid to join DEPA depends on clarification of its domestic data security laws, to ‘negotiate carve-outs that allow it to maintain digital sovereignty’ (Wong, 2022). It is possible to observe that a ‘cornerstone of China’s digital policy is the concept of cyber sovereignty’, which includes, among other issues, imposing ‘greater controls on international data flows’ (Creemers, 2020: 3).
a new ‘digital divide’. While the European path recognizes the full autonomy of countries to determine their own rules when it comes to the protection of personal data—‘[s]afeguarding a broad autonomy to maintain its data protection rules, including limitations on cross-border transfers of personal data’—, i.e., ‘balancing human rights and digital trade’, the United States approach emphasizes the need for facilitating the free flow of data across borders—'[i]n the US realm, policymakers have put few limits on cross-border data flows'. On the flip side, we can observe the gradual emergence of the Chinese policy and model in these domains, ‘closely tied with data sovereignty, national security and increasingly personal data protection to maintain the “legal, secure and free flows” of transborder data’.

It is possible to argue, though, that since the adoption of the European Data Protection Directive in 1995, the EU has been setting ‘the international agenda on specific data protection standards’. The 1995 Data Protection Directive and its successor the General Data Protection Regulation (GDPR) ‘have operated to promote data protection policies around the world and have had an extraordinary extraterritorial effect’. In this regard, the EU ‘promotes external data protection standards through the relatively coercive mechanism of the adequacy standard, decided on a case-by-case basis by the EU Commission’. It is possible to speculate that ‘this is a development caused by the so-called “Brussels effect,” where the EU “exports” its own domestic standards by virtue of its large domestic market and regulatory capabilities and they become global’.

As mentioned in previous sections, ‘[a]ttempts to multilateralize cross-border data flows within the WTO framework have failed so far’, whereas ‘the governance of cross-border data flows through trade agreements has become the mainstream trend’. At this juncture, it is possible to observe a proliferation
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110 Chin and Zhao, 2022: 2.
111 Yakovleva and Irion, 2020b: 14. ‘From the perspective of the EU, unreservedly committing to free cross-border data flows likely collides with its approach of affording a high level of protection of personal data’ as a fundamental right (Yakovleva and Irion, 2020a: 220). In this sense, the EU follows the principle that “the protection of personal data is non-negotiable” (Communication COM(2017)7 of 10 January 2017 from the Commission to the European Parliament and the Council. Exchanging and Protecting Personal Data in a Globalised World. Available at: https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=COM%3A2017%3A7%3AFIN). Along the same line, the EU’s approach is ‘to promote its data protection values and facilitate data flows by encouraging convergence of legal systems’ (ibid.). This implies convergence with EU’s level of data protection, including its personal data protection principles. To foster convergence, it would be necessary to develop ‘high and interoperable personal data protection standards globally. This contributes to the more effective protection of individuals' rights and at the same time reduces obstacles to the cross-border flow of data as an important element of free trade’ (ibid.).
112 Chin and Zhao, 2022: 3.
113 Aaronson and Leblond, 2018: 3. ‘US Internet companies have significant and irreplaceable competitive advantages in the global market competition; therefore, the free flows of data or information has become a basic principle of US trade agreements’. Accordingly, the US ‘has always emphasized export orientation, advocated the opening of the digital market, and advocated the free flows of data (Chin and Zhao, 2022: 18).
In this way, the US promotes the concept of ‘interoperability’, linked to the idea of ‘mutual recognition’ of different privacy models, which differs from the EU’s notion of ‘convergence’ of regulatory frameworks. The US concept of interoperability aims at reducing data transfer formalities through cross-recognition of different standards and mechanisms. This would imply the risk of recognizing as equivalent diverging standards (with ‘fundamental differences’), including much lower standards of data protection, e.g., mere voluntary commitments. (See Greenleaf, 2013; Greenleaf and Waters, 2012).
114 Chin and Zhao, 2022: 6.
115 Reidenberg, 2000: 1367.
116 Bennett, 2020 : 1.
117 Ibid.
118 Burri, 2021e: 78.
119 Chin and Zhao, 2022: 2.
of the ‘US led digital trade template’ on the free flow of data, introduced in the CPTPP, USMCA, and the United States-Japan Digital Trade Agreement.120

b. Key Aspects of the DEPA Parties’ Cross-Border Data Flows Regulatory Frameworks

In consideration of this backdrop, it is pertinent to provide an overview of certain salient dimensions within the regulatory frameworks pertaining to cross-border data flows among original signatories to DEPA.

First, it is noteworthy that none of the initial signatories of the DEPA is part of Convention 108 of the Council of Europe for the Protection of Individuals with regard to Automatic Processing of Personal Data,121 ‘the only binding international convention within the international privacy and data protection policy space’.122

Secondly, the three original members of the agreement are members of APEC and, as such, they endorsed in 2004 the APEC’s Privacy Framework. The purpose of this model framework is—through a set of non-binding principles and implementation guidelines—to promote a flexible approach to information privacy protection across APEC member economies, in order to avoid barriers to information flows and ensure continued trade.123 However, this framework ‘do[es] not have any legal status and [is]are best seen as agreed aspirations, supported by consensus-based commitments to cooperate’.124 In addition, its principles are considered to be ‘unnecessarily weak’, with ‘no meaningful enforcement requirements’.125 ‘In 2011, Cross-Border Privacy Rules (CBPR) were announced as a mechanism to bring increased certainty to the APEC Privacy Framework’s transfer rules’.126 The CBPR is a voluntary regime designed as a code of conduct model ‘that businesses can be certified as conforming to, to demonstrate that they have implemented protections consistent with the APEC Privacy Framework for the purpose of acting as personal data transfer recipients’.127 Among original DEPA Parties, Singapore is the only one to meaningfully participate in the CBPR scheme, operationalizing the system through the appointment of ‘Assessment Bodies’ (‘Accountability Agents’ in APEC jargon), to assess whether companies are CBPRs compliant’.128

For a more comprehensive grasp of the disparities in cross-border data flow standards among the founding members of DEPA, it is useful to refer to the Digital Economy Report 2021, ‘Cross-border data flows and development: For whom the data flow’, prepared by the United Nations Conference on Trade and Development (UNCTAD). This report contains a mapping of different national regulations regarding cross-border data flows, classifying them into different approaches or ‘level of restrictiveness’. In this regard, the document notes that Singapore would be more or less aligned with a ‘light-touch approach’, implying that ‘all data, including personal data, can generally flow freely across borders with minimal regulatory
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120 Yakovleva and Irion, 2020a: 220.
121 However, New Zealand Privacy Commission and Chile’s Council for the Transparency (independent public agency responsible for monitoring that public entities comply with the Chilean data protection law) are observers on Convention 108 Consultative Committee.
122 Bennett, 2020: 1.
123 See https://www.apec.org/publications/2005/12/apec-privacy-framework
125 Greenleaf, 2009: 1.
127 Ibid.
requirements (if any).\textsuperscript{129} New Zealand, meanwhile, is considered a country with a ‘prescriptive approach’, ‘that impose soft or intermediate conditional requirements for cross-border data flows’\textsuperscript{130}

VI. DEPA’s Approach to Cross-Border Data Flows

In the domain of cross-border data flows, DEPA closely aligns with the approach championed by the United States during the TPP negotiations. This alignment extends to various dimensions such as personal data protection, requirements for cross-border transfer of information, or the location of computing facilities where this information is processed and stored. It’s important to note that even though the United States is not a participant in the CPTPP, its provisions draw heavily from the TPP, where the US played a significant role in shaping the negotiation process. Of particular significance are the 2015 United States Digital Trade Negotiating Objectives, established by the US Congress. These objectives encompass preventing forced localization requirements, removing constraints on digital trade and data flows, and ensuring that relevant legitimate regulations are as least trade restrictive as possible.\textsuperscript{131}

a. Personal Data Protection Provision

Concerning personal information protection, it is possible to note that DEPA Article 4.2 takes as its basis the text of CPTPP Article 14.8, to which it incorporates some new elements that seem to reveal an intention not only to maintain the commitments reached in the CPTPP, but also to deepen data transfer obligations.

Below, in the Box 1, it is possible to see these changes in more detail. We have marked in italics the words that have been modified and in bold the new text that was not in the CPTPP.

<table>
<thead>
<tr>
<th>Box 1</th>
</tr>
</thead>
<tbody>
<tr>
<td>Article 4.2: Personal Information Protection</td>
</tr>
<tr>
<td>1. The Parties recognise the economic and social benefits of protecting the personal information of participants in the digital economy and the importance of such protection in enhancing confidence in the digital economy and development of trade.</td>
</tr>
<tr>
<td>2. To this end, each Party shall adopt or maintain a legal framework that provides for the protection of the personal information of the users of electronic commerce and digital trade. In the development of its legal framework for the protection of personal information, each Party shall take into account principles and guidelines of relevant international bodies.\textsuperscript{11}</td>
</tr>
<tr>
<td>3. The Parties recognise that the principles underpinning a robust legal framework for the protection of personal information should include: (a) collection limitation; (b) data quality; (c) purpose specification; (d) use limitation; (e) security safeguards; (f) transparency; (g) individual participation; and (h) accountability.</td>
</tr>
<tr>
<td>4. Each Party shall adopt non-discriminatory practices in protecting users of electronic commerce from personal information protection violations occurring within its jurisdiction.</td>
</tr>
</tbody>
</table>

\textsuperscript{129} UNCTAD, 2021: 135.
\textsuperscript{130} UNCTAD, 2021: 136. Chile is not classified under these parameters, but since its general regulation on the protection of personal data (Law No. 19.628 on Protection of private life) does not contain any specific provisions regarding cross-border data flows, it could be concluded that it has an ‘light-touch approach’.
It should be noted that New Zealand stands out for being the only one of these three countries that meets the high European Union personal data protection standards. In 2012 the European Commission formally ruled that New Zealand’s privacy law ensures ‘an adequate level of protection for personal data transferred from the Union’ (European Commission, n.d.).
\textsuperscript{131} Congressional Research Service, 2021: 13.
5. Each Party shall publish information on the personal information protections it provides to users of electronic commerce, including how: (a) individuals can pursue remedies; and (b) businesses can comply with any legal requirements.

6. Recognising that the Parties may take different legal approaches to protecting personal information, each Party shall pursue the development of mechanisms to promote compatibility and interoperability between their different regimes for protecting personal information. These mechanisms may include:

(a) the recognition of regulatory outcomes, whether accorded autonomously or by mutual arrangement;

(b) broader international frameworks;

(c) where practicable, appropriate recognition of comparable protection afforded by their respective legal frameworks’ national trustmark or certification frameworks; or

(d) other avenues of transfer of personal information between the Parties.

7. The Parties shall exchange information on how the mechanisms in paragraph 6 are applied in their respective jurisdictions and explore ways to extend these or other suitable arrangements to promote compatibility and interoperability between them.

8. The Parties shall encourage adoption of data protection trustmarks by businesses that would help verify conformance to personal data protection standards and best practices.

9. The Parties shall exchange information on and share experiences on the use of data protection trustmarks.

10. The Parties shall endeavour to mutually recognise the other Parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers while protecting personal information.

Footnote 11 provides that “[f]or greater certainty, a Party may comply with the obligation in this paragraph by adopting or maintaining measures such as a comprehensive privacy, personal information or personal data protection laws, sector-specific laws covering data protection or privacy, or laws that provide for the enforcement of voluntary undertakings by enterprises relating to data protection or privacy”.

The text of DEPA Article 4.2, paragraphs 1, 2, 4, 5, and 7 closely mirrors that of the CPTPP, with only slight alterations. These modifications primarily involve changes in the governing verbs and the introduction of the concept of “interoperability”, which is a distinctive feature of the US model. Another subtle but interesting change is the modification of verb tenses. Meanwhile in CPTPP (Article 14.8, paragraph 5) Parties “should encourage” the development of mechanisms to promote compatibility between the different regimes, in DEPA (Article 4.2, paragraph 6) each Party “shall pursue” the development of such mechanisms to promote not only compatibility between the different regimes, but also interoperability.

Among the most substantive changes is the text of the third paragraph, relating to the principles governing the processing of personal data, and the incorporation of three new paragraphs at the end of the provision.
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132 As opposed to the concept of “convergence”, promoted by the European Union model.
133 Other changes involve the replacement of the expressions “users of electronic commerce” by “participants of digital trade”; the elimination of any reference to “consumers”; and the addition of two new subparagraphs to the list of possible mechanisms to promote compatibility between different data protection regimes (“where practicable, appropriate recognition of comparable protection afforded by their respective legal frameworks’ national trustmark or certification frameworks;” and “other avenues of transfer of personal information between the Parties”). Meanwhile in CPTPP, to this end, the Parties “shall endeavour to exchange” information on any such mechanisms, in DEPA the agreement of the parties is not to “endeavour to exchange” information, but directly to exchange it.
In paragraph 3, the Parties establish which principles they consider the basis for processing personal data. This might seem to be a step forward in terms of personal data protection as it would develop a common ground of minimums; however, the principles indicated therein are none other than the first-generation principles included in the OECD Guidelines Governing the Protection of Privacy and Transborder Flows of Personal Data of 23 September 1980. The core of the Guidelines is the eight ‘basic principles of national application’, which, since the 1990s, have been considered inadequate for providing ‘sufficient privacy regulation’ in an Internet-driven world.\footnote{Greenleaf, 2019: 5.} Therefore, without elaborating on their content, the mere mention of a set of non-updated principles might not be sufficient to establish a minimum threshold.

In the last three paragraphs, the Parties declare their intention to encourage the adoption of data protection trustmarks by businesses; to exchange information on the use of such trustmarks; and to endeavour to mutually recognise the other Parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers. In this sense, DEPA strongly promotes the adoption of voluntary self-regulatory approaches, which could be considered, based on what is indicated in footnote 11, in some way equivalent to the implementation of comprehensive or sectoral privacy/data protection laws.

While these paragraphs do not require direct action by the Parties, their inclusion could have practical effects. Take, for instance, paragraph 10, which does not oblige Parties to mutually recognise the other Parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers. In this respect, the implications of the commitment to “endeavour to mutually recognise the other Parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers” may be challenging to discern, particularly when dealing with trustmarks that dare not fully compatible with a DEPA Party's regulatory approach or privacy and personal data processing standards.

Given the premise outlined above, it becomes reasonable to anticipate mutual recognition, at least among the current DEPA Parties (and potentially among future APEC members joining DEPA), for the APEC CBPR certification scheme.

b. Cross-Border Data Flows Provision

Regarding the rules governing cross-border data flows, DEPA Article 4.3 (see box 2 below) takes verbatim CPTPP Article 14.11. This implies that DEPA, such as the CPTPP, ‘explicitly formulates a commitment to the free flow of personal data across borders’,\footnote{Naef, 2022: 377.} Additionally, Article 4.3 of the DEPA includes exceptions modelled on GATS Article XIV on General Exceptions\footnote{Mattoo and Meltzer, 2019: 784. Nevertheless, CPTPP cross-border data flows commitments ‘cover all information flows and, unlike the GATS, are not limited to data flows necessary for the provision of cross-border services’ (Ibid.).} However, an interesting change in CPTPP, followed by DEPA, is that it abandons the reference to the “necessity” as an element to be considered to determine whether a measure is justifiable under the terms of the provision, and instead states that the measures should “not impose restrictions on transfers of information greater than are required to achieve the objective”. In this regard, it has been argued that the difference would be purely semantic, and that according to the WTO Secretariat, ‘is yet another way to convey the concept of “necessity”’.\footnote{Yakovleva, 2020: 491.} Other authors argue that this language sets a different bar than the term “necessary” and ‘makes the relevance of WTO jurisprudence regarding the term “necessary” doubtful.’\footnote{López, Condon & Muñoz, 2021: 223.}
Moreover, DEPA, by following the CPTPP model, differs from the GATS rules regarding another aspect: the measure must achieve a “legitimate public policy objective”. While there is a list of public policy objectives in GATS, “the CPTPP provides no such enumeration and simply speaks of a ‘legitimate public policy objective’. This is ‘a novel phrase in international trade law on which there is no jurisprudence’.

While it could be estimated that this term ‘permits more regulatory autonomy’, the parties ‘may be linked however to legal uncertainty’ (what counts as ‘legitimate’ is not self-judging).

Given the aforementioned considerations, a question that naturally arises is when a measure could be understood as imposing restrictions “greater than are required”. If we relate this question to what was pointed out on data protection trustmarks in the preceding section, it becomes reasonable to inquire about the likelihood of restrictions stemming from a measure that extends beyond trustmarks requirements being deemed “greater than required to achieve a legitimate public policy objective”. In other words, based on what is stated in footnote 11, there’s a potential to question whether those measures that are not just voluntary (“voluntary undertakings by enterprises”) are more restrictive than required to achieve the objective. Consequently, such a perspective lends support to the argument that voluntary self-regulatory approaches may entail fewer burdens in the pursuit of a legitimate public policy objective.

Considering that all DEPA Parties are also APEC members, it becomes pertinent to assess whether the APEC CBPR certification system could serve as “a valid mechanism to facilitate cross-border information transfers while protecting personal information”, and thereby, whether any additional requirements, exceeding those mandated the APEC Privacy Framework, might be considered as imposing restrictions greater than required. The APEC framework has been heavily criticized, among other issues, for being based on ‘unnecessarily weak’ privacy principles and lacking effective enforcement. However, it should be kept in mind that APEC Privacy Framework principles correspond to those expressly enshrined in paragraph 3 of Article 4.2 DEPA.

Below, in the Box 2, is the text of DEPA Article 4.3. The only difference between this provision and CPTPP Article 14.11 is the addition of a new sentence at the beginning, whereby the parties state that they affirm their level of commitment relating to the cross-border transfer of information (text marked in bold). It should be noted that, among other effects, this language would imply a reference to the commitments made by the three signatories to DEPA in the CPTPP (to which they are also a party).

Box 2

Article 4.3: Cross-Border Transfer of Information by Electronic Means.

The Parties affirm their level of commitments relating to cross-border transfer of information by electronic means, in particular, but not exclusively:
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139 Burri, 2021c: 86.
140 Waitangi Tribunal, 2023: 128. Jane Kelsey points out that ‘[a]s the ‘legitimate public policy objective’ provision is not incorporated from the WTO, there is no direct requirement to consider WTO jurisprudence’ (Waitangi Tribunal, 2023: 130).
141 Burri, 2021c: 86.
142 Waitangi Tribunal, 2023: 129. To illustrate this point, Jane Kelsey refers precisely to privacy regulations: ‘the European Union’s (EU) attempt to clarify the term ‘legitimate public policy objective’ as including ‘the protection of privacy’ in the ‘stocktake text’ for the ongoing WTO plurilateral negotiations on e-commerce. This, she said, shows the EU was not ‘convinced that privacy protection would be accepted as a legitimate public policy objective and so again we’ve got this problem about uncertainty’ (Ibid.).
143 Greenleaf, 2009: 1.
144 In this case, the text that appears in italics here also appears in italics in the commercial agreement.
1. The Parties recognise that each Party may have its own regulatory requirements concerning the transfer of information by electronic means.

2. Each Party shall allow the cross-border transfer of information by electronic means, including personal information, when this activity is for the conduct of the business of a covered person.

3. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 2 to achieve a legitimate public policy objective, provided that the measure:

   (a) is not applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade; and
   
   (b) does not impose restrictions on transfers of information greater than are required to achieve the objective.\textsuperscript{145}

In contrast, it is noteworthy to keep in mind RCEP provisions on cross-border data flows, as they provide more autonomy and flexibility to its signatories. Parties agree, in Article 12.15 RCEP, “not to prevent” cross-border transfers, but ‘inconsistent’ measures are allowed if they are “necessary” in order to achieve a “legitimate public policy objective”. Nevertheless, unlike US-style agreements, ‘there is no requirement that the measure be “least burdensome” to achieve the objective. In addition, the obligations are subject to a completely self-judging and non-disputable national security exception’.\textsuperscript{146} In RCEP footnote (14), the parties affirm that "the necessity behind the implementation of such legitimate public policy shall be decided by the implementing Party".

\textsuperscript{145} In his article "Data Rules In Modern Trade Agreements", Michael Geist points out that there are four requirements that must be met in order for the CPTPP's general exception to be applicable. Therefore, it could be argued that Article 14.11 CPTPP establishes a multi-tiered test that would make it possible to challenge the consistency of a measure restricting the cross-border transfer of information by electronic means, with the conditions of the exception based on the following considerations:

   i. on the ground that the public policy objective is not legitimate.
   ii. on the ground that the measures are being applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination
   iii. on the ground that the measures are being applied in a manner which would constitute a disguised restriction on trade; and
   iv. on the ground that the measures applied impose restrictions on transfers of information greater than are required to achieve the objective.

Then, "the benefits of the general exception may be illusory since the requirements are so complex (each aspect must be met) that countries have rarely managed to meet the necessary conditions. For countries concerned about the weakened privacy protections, the trade agreement restriction on the use of data localization requirements may pose an insurmountable barrier" (Geist, 2018).

\textsuperscript{146} Jones et al., 2021: 22. Note that this provision is not subject to the dispute settlement chapter (article 12.17.3 RCEP).
c. Further Considerations in Relation to Other Global South Trade Agreements

When comparing the DEPA standards analyzed above with other agreements signed in the global south—and in which one DEPA signatory, Chile, has participated—it is possible to appreciate some differences that seem relevant to us.

1. Chapter 8 on Electronic Commerce of the Chile-Uruguay Free Trade Agreement

```plaintext
Box 3

Article 8.7. Protection of Personal Information

1. The Parties recognize the benefits of protecting the personal information of users of electronic commerce and the contribution this makes to enhancing consumer confidence in electronic commerce.

2. The Parties shall adopt or maintain laws, regulations or administrative measures for the protection of personal information of users engaged in electronic commerce. The Parties shall take into consideration existing international standards in this area, as provided for in Article 8.2.5 (f).

3. Each Party should publish information about the protection of personal information it provides to users of electronic commerce, including how:

   (a) Individuals can exercise resources, and

   (b) Companies can comply with any legal requirement.

4. The Parties should exchange information and experiences regarding their personal information protection legislation.

5. The Parties shall encourage the use of mechanisms for encrypting users’ personal information, and their dissociation, in cases where such data are provided to third parties, in accordance with applicable legislation.

Article 8.10. Cross-border Transfer of Information by Electronic Means

1. Each Party shall permit the cross-border transfer of information by electronic means, including personal information, where this activity is for the conduct of the business of a person of a Party.

2. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 1 to achieve a legitimate public policy objective, provided that the measure is not applied in a manner that would constitute a means of arbitrary or unjustifiable discrimination, or a disguised restriction on trade. The Parties recognize that each Party may have in its regulatory framework its own regulatory requirements for the transfer of information by electronic means.147

The Free Trade Agreement between the Republic of Chile and the Oriental Republic of Uruguay (Chile-Uruguay FTA) was signed in October 2016. This agreement was put in place before the DEPA negotiation process began, and its initial round of negotiations commenced on February 23, 2016, shortly after the signing of the TPP.148 This situation highlights that Chile’s stance on cross-border personal data flows in the trans-Pacific context differs somewhat from its approach within the South American region. Regarding
```

147 https://edit.wti.org/document/show/d1c8ba00f-4306-48a6-843d-c9a4bdef7a93
148 http://www.sice.oas.org/TPD/CHL_URY/Negotiations/1st_round_neg_s.pdf
the protection of personal data, it is stated that parties ‘shall adopt or maintain laws, regulations or administrative measures for the protection of personal information’, without mentioning voluntary trustmarks as an equivalent measure.\textsuperscript{149} Unlike the DEPA, this FTA does not actively promote the mutual recognition of data protection trustmarks as a valid mechanism for the cross-border flow of data, nor does it recognize self-regulatory approaches as equivalent to comprehensive or sectoral data protection laws.

Additionally, Article 8.2, Scope and General Provisions, states in number 5 that ‘[c]onsidering the potential of electronic commerce as a tool for social and economic development, the Parties recognize the importance of [...] (f) To guarantee the security of e-commerce users, as well as their right to personal data protection’. In this regard, footnote (3) establishes that ‘[t]he Parties will understand for greater certainty that the collection, processing and storage of personal data will be carried out following the general principles of prior consent, legitimacy, purpose, proportionality, quality, security, responsibility and information’. In this sense, the Chile-Uruguay FTA text expressly recognizes individuals’ right to personal data protection, together with referring, beyond the “remedies”, to the exercise of resources by individuals to safeguard this right.

As for cross-border data transfer measures and the recognition of domestic regulatory frameworks, the Chile-Uruguay FTA text aligns closely with that of DEPA. Similar to both CPTPP and DEPA, the agreement stipulates that measures limiting cross-border data flows must serve a “legitimate public policy objective”. However, Chile-Uruguay FTA presents an important difference: instead of including a rule of subjective consideration (“does not impose restrictions on transfers of information greater than are required to achieve the objective”), it was decided to expressly and broadly recognize that “each Party may have in its regulatory framework its own regulatory requirements for the transfer of information by electronic means”. This is particularly noteworthy, considering that the phrase “greater than are required” could be used to challenge a higher standard of protection.

Lastly, it should be noted that the Chile-Uruguay FTA encourages ‘the use of encryption or security mechanisms for the personal information of the users, and their dissociation or anonymization, in cases where said data is provided to third parties’.\textsuperscript{150}

\textbf{2. Chapter 11 on Electronic Commerce of the Chile-Argentina FTA}

<table>
<thead>
<tr>
<th>Box 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Article 11.5. Personal Data Protection</td>
</tr>
</tbody>
</table>

1. The Parties recognize the benefits of protecting the personal information of users of electronic commerce and the contribution this makes to enhancing consumer confidence in electronic commerce.

2. The Parties shall adopt or maintain laws, regulations, or administrative measures for the protection of personal information of users engaged in electronic commerce. The Parties shall take into consideration existing international standards in this area, as provided in subparagraph (f) of Article 11.2.5.

3. Each Party shall make efforts to ensure that its legal system relating to the protection of personal information of users of electronic commerce is applied in a non-discriminatory manner.

\textsuperscript{149} This despite the fact that in Article 8.2.5(b) the Parties recognize the importance of encouraging ‘self-regulation in the private sector to promote confidence in e-commerce, taking into account the interests of users, through initiatives such as industry guidelines, model contracts, codes of conduct and trust seals’. 

\textsuperscript{150} Burri, 2021b: 31. See also Article 10.8(6) Brazil-Chile FTA.
4. Each Party shall endeavor to publish information on the protection of personal information it provides to users of electronic commerce, including how:

(a) Individuals may exercise recourse, and

(b) Companies can comply with any legal requirement.

5. The Parties shall exchange information and experiences regarding their personal information protection legislation.

6. The Parties shall encourage the use of security mechanisms for the personal information of users, and its dissociation, in cases where such data is provided to third parties, in accordance with their legal system.

7. The Parties undertake to apply to the personal data they receive from the other Party a level of protection at least similar to that applicable in the jurisdiction of the Party from which the data originate, through mutual agreements, general or specific, or in broader international frameworks, admitting for the private sector the implementation of contracts or self-regulation.\(^{151}\)

Article 11.6. Cross-border Transfer of Information by Electronic Means

1. The Parties recognize that each Party may have its own regulatory requirements on the transfer of information by electronic means.

2. Each Party shall permit the cross-border transfer of information by electronic means, where such activity is for the conduct of the business of a person of a Party \(^{(2)}\).

3. The Parties may establish restrictions on the cross-border transfer of information by electronic means to achieve a legitimate public policy objective, provided that the measure is not applied in a manner that would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade.

Footnote \(^{(2)}\) provides that “[f]or greater certainty, this paragraph shall be subject to compliance with the provisions of Article 11.5.7”.\(^{152}\)

In the area of personal information and data transfers, the Free Trade Agreement between the Republic of Argentina and the Republic of Chile (Chile-Argentina FTA), signed in November 2017, follows in its Electronic Commerce Chapter a similar path to the Chile-Uruguay FTA, including the express recognition of individuals’ right to personal data protection and a list (in Article 11.2.5(f) footnote (1)) of principles to be followed in the Parties’ data protection laws (‘prior consent, legitimacy, purpose, proportionality, quality, security, accountability and information’). Furthermore, the agreement encouraging ‘the use of security mechanisms for the personal information of users, and its dissociation, in cases where such data is provided to third parties’.

Besides, it is important to stress that Chile-Argentina FTA incorporates a provision that aims in more concrete terms to establish a minimum threshold in personal data protection standards, requiring the parties to apply a level of protection to the transferred personal data at least similar to that applicable in the

\(^{151}\) The English translation of the Chile-Argentina FTA, provided by Electronic Database of Investment Treaties (EDIT) and available at https://edit.wti.org/app.php/document/show/bf9aa665-cb2a-472f-849d-090e28b096fb, is missing the introductory words of the Article 11.5.7, stating that "The Parties undertake to apply to the personal data they receive [...]".

\(^{152}\) https://edit.wti.org/document/show/bf9aa665-cb2a-472f-849d-090e28b096fb
transferring country. Regarding cross-border transfer of information by electronic means, Article 11.6.2 indicates that ‘[e]ach Party shall permit the cross-border transfer of information by electronic means, where such activity is for the conduct of the business of a person of a Party’. Subsequently, footnote (3) points out that ‘[f]or greater certainty, this paragraph shall be subject to compliance with the provisions of Article 11.5.7’. This specific provision establishes that ‘[t]he Parties undertake to apply to personal data received from the other Party a level of protection at least similar to that applicable in the jurisdiction of the Party from which the data originates, through mutual agreements, general or specific, or in broader international frameworks, admitting for the private sector the implementation of contracts or self-regulation’.

In summary, this bilateral FTAs, signed prior to the launch of the DEPA negotiation process, shows that at the regional level, Chile was following a different path compared to its transpacific approach, aimed at achieving regulatory convergence in the area of data privacy, built on laws or administrative measures for the protection of personal information of users engaged in electronic commerce, ensuring that they benefit from a level of safeguard at least similar to the legal and administrative provisions in force in the exporter country.

However, it's important to note that the level of commitments on the protection of personal information transferred across borders reached in the Chile-Argentina FTA was not fully replicated in the Chile-Brazil FTA, signed in November 2018 (before the launch of the DEPA negotiation process), especially in terms of promoting regulatory convergence in the levels of protection to personal data. On the other hand, chapter 10 of the Chile-Brazil FTA, on Electronic Commerce, while acknowledging the need for guaranteeing electronic commerce users’ "right to the protection of personal data" (Article 10.2.5(f)),153 does not mention the basic principles applicable to the collection, processing, and storage of personal data.154

d. Rules on Location of Computing Facilities

As regards the rules on location of computing facilities, similar to the case of Article 4.3 on the Cross-Border Transfer of Information, DEPA Article 4.4 is almost identical to Article 14.13 CPTPP, with the sole exception of the addition of a new sentence at the beginning (refer to Box 5 below).

<table>
<thead>
<tr>
<th>Box 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Article 4.4: Location of Computing Facilities</td>
</tr>
</tbody>
</table>

The Parties affirm their level of commitments relating to location of computing facilities, in particular, but not exclusively:

1. The Parties recognise that each Party may have its own regulatory requirements regarding the use of computing facilities, including requirements that seek to ensure the security and confidentiality of communications.

2. No Party shall require a covered person to use or locate computing facilities in that Party’s territory as a condition for conducting business in that territory.

3. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 2 to achieve a legitimate public policy objective, provided that the measure:

153 [https://edit.wti.org/document/show/e62c9b4c-abbf-43d9-ae34-a15c7d057ab4](https://edit.wti.org/document/show/e62c9b4c-abbf-43d9-ae34-a15c7d057ab4)

154 This can be explained by the fact that at the time this agreement was negotiated, Brazil did not have a personal data protection law.
(a) is not applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade; and

(b) does not impose restrictions on the use or location of computing facilities greater than are required to achieve the objective.”

The provided DEPA text includes new additions marked in bold, which were not present in the CPTPP. In this case, the text that appears in italics here also appears in italics in the agreement.

Article 4.4 of the DEPA includes a general restriction on data localization of computing facilities. Although there is no precise definition of what constitutes a data localization measure, in a strict sense, it can be understood as a requirement that the data generated in a country be stored on a server or other storage device located within that country’ imposed for different purposes, including security and, often, protectionist reasons. In practical terms, these measures require enterprises ‘to domestically store data related to their local business activities (domestic storage requirement), or require them to install data processing servers domestically (domestic facility installation requirement).’

As can be seen, DEPA, following the language used in the CPTPP, includes an extra layer (and complexity) to the GATS modeled exception. This additional layer specifies that the measure in question should not impose restrictions greater than necessary to achieve the legitimate public policy objective set by the concerned Party.

It should be noted that the RCEP presents a completely different path in this respect, ‘perhaps influenced by the participation of China’. China, with its newly implemented data protection and data security legal frameworks—the Personal Information Protection Law (PIPL) and the Data Security Law (DSL) adopted in 2021—‘solidified and added to pre-existing data localization requirements’, imposing obligations that can be considered as ‘cumbersome’ and a barrier to the free flow of data across borders. In this sense, ‘China has established a comprehensive cross-border data flow regulatory regime, the core of which is “local storage, outbound assessment”.’

This stance is evident in Article 12.14 of the RCEP. While no Party “shall require a covered person to use or locate computing facilities in that Party’s territory as a condition for conducting business in that Party’s territory” (Article 12.14.2), this rule is to be understood in the light of Article 12.14.3, which ensures a Party the possibility of adopting any measure “that it considers necessary to achieve a legitimate public policy objective, provided that the measure is not applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade” (a) or “any measure that it considers necessary for the protection of its essential security interests” (b). Article 12.14.3 (a) provision must be interpreted in line with its footnote, which states that “the Parties affirm that the necessity behind the implementation of such legitimate public policy shall be decided by the implementing Party”. This implies that the mentioned rule is ‘self-judging’, i.e., ‘anything can be deemed legitimate if a party says so’. Furthermore, Article 12.14.3 (b) prevents other Parties from disputing the adoption or implementation of essential security interests protective measures. None of these limitations are present in the DEPA.

156 Abe, 2020: 2.
157 Bacchus, 2021: 27.
158 Dorwart, 2022: 2.
159 Liu, 2020: 1.
Another noteworthy issue arises when we compare the data localization rules found in the FTAs signed by Chile with Brazil and Uruguay with the text of the CPTPP and DEPA. It is possible to observe that the latter agreements introduce an additional step to the multi-tiered test (“does not impose restrictions on the use or location of computing facilities greater than are required to achieve the objective”). This addition holds significant relevance, as it opens the door to arguments in favor of voluntary self-regulatory approaches, as these would be less burdensome to achieve a legitimate public policy objective.

Table 1

<table>
<thead>
<tr>
<th>Article 4.4: Location of Computing Facilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>The Parties affirm their level of commitments relating to location of computing facilities, in particular, but not exclusively:</td>
</tr>
<tr>
<td>1. The Parties recognise that each Party may have its own regulatory requirements regarding the use of computing facilities, including requirements that seek to ensure the security and confidentiality of communications.</td>
</tr>
<tr>
<td>2. No Party shall require a covered person to use or locate computing facilities in that Party’s territory as a condition for conducting business in that territory.</td>
</tr>
<tr>
<td>3. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 2 to achieve a legitimate public policy objective, provided that the measure:</td>
</tr>
<tr>
<td>(a) is not applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade; and</td>
</tr>
<tr>
<td>(b) does not impose restrictions on the use or location of computing facilities greater than are required to achieve the objective.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Article 11.7. Location of Computer Facilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. The Parties recognize the importance of not requiring a person of the other Party to use or locate computer facilities in the territory of that Party as a condition of doing business in that territory.</td>
</tr>
<tr>
<td>2. To this end, the Parties undertake to exchange best practices, experiences and existing regulatory frameworks with respect to server localization.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Article 10.13. Location of Computer Facilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. The Parties recognize that each Party may have its own regulatory requirements relating to the use of computer facilities, including requirements that seek to ensure the security and confidentiality of communications.</td>
</tr>
<tr>
<td>2. A Party may not require a person of the other Party to use or locate computer facilities in the territory of that Party as a condition of doing business in that territory.</td>
</tr>
<tr>
<td>3. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 2 to pursue a legitimate public policy objective, provided that the measure is not applied in a manner that would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Article 8.11. Location of Computer Facilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. The Parties recognize that each Party may have its own regulatory requirements regarding the use of computer facilities, including requirements that seek to ensure the security and confidentiality of communications.</td>
</tr>
<tr>
<td>2. A Party may not require a person of the other Party to use or locate computer facilities in the territory of that Party as a condition for doing business in that territory.</td>
</tr>
</tbody>
</table>
| 3. Nothing in this Article shall prevent a Party from adopting or maintaining measures inconsistent with paragraph 2 to achieve a legitimate public policy objective, provided that the
It's important to point out that the commitments regarding the location of computer facilities in the Chile-Argentina FTA are comparatively less stringent when compared to the other mentioned agreements. In this FTA, signatories ‘merely recognize the importance of not requiring a person of the other Party to use or locate the computer facilities in the territory of that Party, as a condition for conducting business in that territory and pledge to exchange good practices and current regulatory frameworks regarding servers’ location’.  

**e. Use of Encryption**

Cryptography is increasingly used by businesses and for consumer goods and services to protect the confidentiality of data, such as financial or personal data, whether that data is in storage or in transit. In general terms, encryption refers to the use of security methods and privacy-enhancing technologies (PETs) to encode data in transit or storage (or both) so that it can only be read by the authorized user. These processes are used especially in ICT services contexts and data flows through different systems and organizations, transforming data in order ‘to hide its information content, establish its authenticity, prevent its undetected modification, prevent its repudiation, and/or prevent its unauthorized use’. Cryptography practices are ‘the most fundamental technological basis for PETs’, being increasingly viewed ‘as promising approaches designed to prevent and mitigate the risk of privacy and confidentiality breaches and enable organisations to better manage data responsibly’. Then, it is argued that encryption technologies and techniques play ‘an important direct and indirect role in supporting digital trade’, making sure data is protected during ‘transferring, the storage, and while it is displayed at destination’.  

Given the foregoing, the adoption in international agreements of measures that restrict or hinder the use of encryption technologies or techniques would have a negative impact on the privacy and protection of personal data of consumers and users. These restrictive policies would be motivated by the vision of certain governments and public bodies, who seek to ‘maximize the reach of their investigatory powers’. Consequently, some state actors consider that the use of strong encryption techniques could block access to user communications for public legitimate purposes, including law enforcement and domestic intelligence/security activities. Under this rationale, certain countries have moved towards implementing policies that come to ‘weaken deployment of encryption in the private sector’. These measures encompass actions such as the disclosure of encryption keys, granting requests by governments for
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decryption, and the introduction of ‘security flaws into [private sector] systems to be used as backdoors for law enforcement’.

These types of policies, which aim to equip state actors with the means to access encrypted data through decryption support mandates, government-mandated encryption backdoors, and other bypass measures, can be viewed as directly undermining the security and privacy of personal data processing operations, negatively affecting safe and trustworthy data flows. Yet, these backdoors or disclosure requests can ‘have explicit consequences in terms of an organisation’s ability to achieve the certification requirements or adhere to the contractual conditions related to the transfer of data cross borders’.

DEPA refers to encryption techniques in Article 3.4., on ICT products that use cryptography. This provision replicates the United States-Japan DTA Article 21 rule, which is similar to Annex 8-B, Section A.3 of the CPTPP Chapter on technical barriers to trade, thereby prohibiting governments ‘from requiring transfer or access to specific technologies as a condition for market access’. In this sense, Article 3.4.3 of the DEPA states that ‘no Party shall impose or maintain a technical regulation or conformity assessment procedure that requires a manufacturer or supplier of the product, as a condition of the manufacture, sale, distribution, import or use of the product, to: (a) transfer or provide access to a particular technology, production process or other information, for example, a private key [...]’, which would also include other encryption backdoors. Therefore, it could be interpreted that the language used by the DEPA in this regard, given that it follows the rule contained in Annex 8-B, Section A.3 of the CPTPP, would prevent a Party ‘from requiring a supplier of cryptographic software to provide it with a backdoor or “golden key”’.

However, as provided by the CPTPP and United States-Japan DTA Article 21, Article 3.4.5 of the DEPA states that this section ‘shall not be construed to prevent a Party’s law enforcement authorities from requiring service suppliers using encryption they control to provide, pursuant to that Party’s legal procedures, unencrypted communications’. It is worth mentioning that USMCA Article 12.C.2 and SADEA Article 7 ‘feature similar arrangements, though there is no analogous clause in the RCEP’. This exception provides some latitude for interpretation or loopholes, giving governments a feasible alternative for obtaining encryption keys or encryption backdoors, so that ‘it wouldn't do anything to prevent the government from seeking a court order against a software vendor requiring it to disclose the private key of a product that is lawfully marketed or supplied’. Additionally, it is necessary to consider the provisions of Article 15.2 of the DEPA, ‘Security Exceptions’, which states, inter alia, that nothing in this agreement shall be constructed to ‘preclude a Party from applying measures that it considers necessary for [...] the protection of its own essential security interests.’

Finally, it is important to highlight that the Chile-Uruguay FTA (Article 8.7.5), the Chile-Argentina FTA (Article 11.5.6) and the Chile-Brazil FTA (Article 10.8.6) encourage the use of encryption or other security
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mechanisms for users’ personal information, and their dissociation or anonymization, in case such data is provided to third parties.

VII. DEPA and International Regulation of Artificial Intelligence: Background

The Recommendation on Artificial Intelligence (AI), adopted by the Organisation for Economic Co-operation and Development (OECD) Council at Ministerial level on 22 May 2019 on the proposal of the Committee on Digital Economy Policy, defines “AI system” as ‘a machine-based system that can, for a given set of human-defined objectives, make predictions, recommendations, or decisions influencing real or virtual environments. AI systems are designed to operate with varying levels of autonomy’.

AI technology-powered services ‘rapidly diffuse across the global digital ecosystem’.180 It is recognized that AI ‘is already crossing borders, learning, making decisions, and operating cyber-physical systems’.181 In view of the above, there has been in recent years a proliferation of different initiatives (at the domestic and international level) aimed at addressing some of the challenges that IA brings. When considering the challenges involved in the expansion of IA systems, it should be borne in mind that these technologies ‘constitute complex socio-technical systems involving humans, machines, algorithms, and data, and their deployment raises legal questions across a wide range of domains, including but not limited to data protection and privacy law, antidiscrimination law, intellectual property law, and tort law’.182

In general terms, efforts to build a set of standards that govern the use and adoption of AI have concentrated on two categories of policies: the development of principle-based ethical recommendations or high-level goals guidelines, with a multidisciplinary approach; and, the introduction of legal rules and provisions applicable to these technologies, including a special set of obligations to be followed by entities that create, deploy, and use these technologies, along with ensuring the adequate protection of the fundamental rights of individuals who may be affected by these systems.183

From an international law perspective, we are witnessing the gradual emergence of a flexible "soft law" approach to governing AI. Within this scenario, international organizations, technical standardization organizations, private business and civil society have adopted an active role in the discussion of these ground rules, focused on identifying appropriate regulatory approaches and defining initial non-binding frameworks, bearing in mind the challenges arising from rapid technological change.184

Although these difficulties are not new in the field of regulatory law,185 it is particularly acute in international law. This hindrance, known as the “pacing problem”, implies that when addressing technology regulation, it is difficult to foresee or anticipate the effects and impact that a regulatory proposal will have on the matter covered by its rules. In this sense, it is possible to assert that oversight and governance do not keep pace with technological and scientific change.186 Regarding this pacing problem, two factors should be highlighted. First, there is the issue of regulatory obsolescence, which occurs when technological

180 Irion, 2021: 3.
182 Peng et al., 2021: 3.
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evolution speeds up exponentially\textsuperscript{187} (i.e., rules designed to govern a specific technology prove useless once the technology changes or falls into disuse). Secondly, the anticipation problem, that results from the "static" nature of regulation, and bureaucratic deficiencies to face these new challenges.\textsuperscript{188}

Although the rules contained in free trade agreements could ‘serve as a laboratory for new trade rules’,\textsuperscript{189} including AI regulation, certain challenges must be borne in mind, not only in terms of the proportionality and effectiveness of these prospective rules, but also in relation to the need to avoid creating a behind-the-border barrier to digital services trade.\textsuperscript{190}

**a. Article 8.2. of DEPA: Analysis**

DEPA incorporates a special module (8) on emerging trends and technologies. Article 8.2 addresses in particular certain aspects related to the use and adoption of AI technologies.

<table>
<thead>
<tr>
<th>Box 6</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Article 8.2: Artificial Intelligence</strong></td>
</tr>
</tbody>
</table>

1. The Parties recognise that the use and adoption of Artificial Intelligence (AI) technologies have grown increasingly widespread in the digital economy.

2. The Parties recognise the economic and social importance of developing ethical and governance frameworks for the trusted, safe and responsible use of AI technologies. In view of the cross-border nature of the digital economy, the Parties further acknowledge the benefits of developing mutual understanding and ultimately ensuring that such frameworks are internationally aligned, in order to facilitate, as far as possible, the adoption and use of AI technologies across the Parties’ respective jurisdictions.

3. To this end, the Parties shall endeavour to promote the adoption of ethical and governance frameworks that support the trusted, safe and responsible use of AI technologies (AI Governance Frameworks).

4. In adopting AI Governance Frameworks, the Parties shall endeavour to take into consideration internationally recognised principles or guidelines, including explainability, transparency, fairness and human-centred values.

Through a soft language approach, the Parties acknowledge the increasing prevalence of AI in the digital economy and recognize the importance of developing ethical and governance frameworks to ensure the trusted, safe, and responsible use of AI technologies. They also highlight the benefits of aligning these frameworks internationally to facilitate their adoption across different jurisdictions. Furthermore, they commit to promoting the adoption of such ethical and governance frameworks (AI Governance Frameworks) that support the responsible use of AI technologies. When adopting these frameworks, Parties shall strive to consider internationally recognized principles and guidelines, including factors like explainability, transparency, fairness, and human-centric values.

\textsuperscript{187} Marchant, 2011: 20-23.
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From the above-mentioned text, it can be concluded that, in substance, the Parties limit their commitment in these matters to endeavour to promote the adoption of AI Governance Frameworks, i.e., ‘ethical and governance frameworks that support the trusted, safe and responsible use of AI technologies’. The language used is open-ended and indeterminate, which does not make it possible to specify the scope of these non-binding commitments, nor does it provide clear guidelines on the framework that the Parties should develop. For example, the difference between ethical criteria and governance criteria is not clarified, e.g., whether this distinction relates to their (lack of) binding effect. Article 8.2 approach is highly flexible, merely enunciating four basic principles to keep in mind in the development of AI Governance Frameworks (explainability, transparency, fairness and human-centred values) without elaborating their content. It also emphasizes the importance of aligning these frameworks with international standards. These elements—the list of basic principles and the need to take into consideration internationally recognised guidelines—constitute the only criteria that would substantially guide the application of this provision. Nevertheless, this pragmatic approach ‘disincentivises unilateral approaches inconsistent with international best practices’.

It is possible to argue that this is an area ‘where the agreement has only established a roadmap for the future’, being a ‘starting point for multilateral rulemaking around the digital economy’. In some areas, including AI, DEPA only puts in place an ‘undertaking to collaborate on the development of new rules, new policy approaches or improved ‘interoperability’ (either technical or regulatory) to help systems to work seamlessly across the three countries’. Thus, in these matters, an approach limited only to cooperation was adopted.

Has this soft-approach influenced other next-generation free trade agreements? The SADEA, signed on August 6, 2020, is Singapore’s second Digital Economy Agreement after the DEPA (given that DEPA was signed in June 2020, negotiations of both DEPA and SADEA would have run in parallel). Article 31 SADEA addresses AI issues following a similar logic to that contained in Article 8.2 DEPA. However, both provisions differ in some elements. For instance, the SADEA does not refer to a list of basic AI principles. The incorporation of principles in AI modules, although non-binding, may be relevant to the process of discussing and shaping the first binding regulatory instruments for AI, based on their challenges and risks, ‘aligning AI design and use with human rights, democracy, and the rule of law’. It is also noteworthy that in 2019 some AI ethical principles were already agreed, ‘such as those in the OECD Recommendation on AI, and the G20 non-binding principles on AI’.

Another notable aspect to consider is the inclusion of source code clauses within free trade agreements, that could restrict, to some extent, AI governance and regulation. In this regard, it can be observed a proliferation of a source code disciplines in regional trade agreements (introduced ‘for the first time by the US in the Trans-Pacific Partnership negotiations’), including the CPTPP, the USMCA, and the
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SADEA. For instance, in the case of the USMCA, Article 19.16 (Source Code) establishes a limitation on the ability of governments to require the transfer of, or access to, an algorithm expressed in a source code of software owned by a person of another Party. It’s worth highlighting that this provision explicitly covers algorithms, which, according to Article 19.1, are ‘a defined sequence of steps, taken to solve a problem or obtain a result’. The SADEA provides in Article 28.4 a similar discipline if both Parties undertake equivalent obligations under an international agreement or an amendment to any existing international agreement that comes into force after SADEA.

This type of provision has a direct effect on the governance of AI algorithms, as ‘computer and machine learning algorithms when they are expressed in source code fall inside the scope of such a trade law clause’, which ‘may already turn out too restrictive for domestic digital policies that need to build on interoperability, accountability, and verifiability’ of new algorithm-based technologies. Among other important aspects, access to software source code may be indispensable in order ‘to meet regulatory and judicial needs in order to ensure that digital technologies are in conformity with individuals’ human rights and societal values’. On the other hand, exceptions allowing regulatory bodies and judicial authorities to access source code and algorithms for a specific investigation, inspection, examination, enforcement action, or judicial proceeding (such as those contained in the USMCA) ‘can be vague and unclear regarding what type of procedures and investigations would qualify for such access to be granted. The focus on disclosure of relevant source codes to public authorities and regulatory bodies also means that, in important cases, it may not be possible to share the source code with individuals who might be affected by automated decision-making’.

While DEPA covers ‘a wider range of issues than those typically found in most PTAs [...] there are a few issues that this agreement does not touch upon, even though previous agreements have addressed them in some way’. In this sense, the absence of a provision on source code in the DEPA is rather remarkable, considering that ‘all three parties to the agreement have signed other PTAs that prohibit the imposition of trade restrictive measures related to the disclosure, transfer of and access to source code’. This could be considered a ‘belated recognition of problems that these rules pose for competition authorities, anti-discrimination law, cybersecurity and other areas of public policies’. Additionally, it should not be overlooked that FTAs’ commitments aimed at protecting software source code against government access and transfer can render ‘a double-edged sword that can be used to contest a country’s measure in pursuit of algorithmic transparency, fairness and accountability’.

In this specific regard, DEPA is similar to RCEP, which ‘does not contain any provision regarding source code’. It must however be borne in mind that art. 12.16.1 RCEP states that ‘Parties have agreed to discuss
source code as one of the emerging issues that should be considered in future dialogues on e-commerce. In summary, DEPA has notable implications for emerging AI regulation because of what it lacks—specifically, improved protections for source code. Consequently, it can be inferred that DEPA, in contrast to other new trade agreements, refrains from creating barriers for participating parties to implement domestic measures aimed at achieving algorithmic transparency, fairness, and accountability through access to source codes or their algorithms.

VIII. Can the DEPA be Considered a Pathfinder for the Future Regulation of Cross-Border Data Flows, and What Effect Might This Have on the Regulatory Margin of Discretion that Countries Currently Have?

DEPA ‘builds upon the digital trade or e-commerce chapters of existing free trade agreements’. The Joint Ministerial Statement on the substantial conclusion of Digital Economy Partnership Agreement negotiations highlights DEPA’s forward-looking character, seen as a comprehensive pathfinder built on existing trade agreement commitments. Accordingly, some DEPA provisions ‘pick up and refine existing rules’, building heavily on the CPTPP. In this regard, it is argued that CPTPP model rapidly emerged as ‘the standard approach in “modernized” trade deals featuring e-commerce or digital trade rules’, including both large and small trade agreements.

The ‘most important textual source is the CPTPP, to which all three DEPA members are party’, replicating or reiterating commitments already made by the parties. So, for instance, ‘[i]n several respects, the DEPA builds on the innovations on digital trade in chapter 14 of the CPTPP’, on electronic commerce.

It is difficult to claim that the DEPA could be considered a trailblazer for future cross-border data flow regulations. However, two issues deserve our attention: the first is that because of its modular approach and uncompromising wording, it is an agreement that arouses growing interest. The second is that even if no concrete commitments are made regarding data flows, this does not mean that DEPA declarations cannot have any legal relevance. On the contrary, different legal effects could derive from these declarations, especially as more countries join the agreement.

In this context, it is important to consider that this treaty is inserted in a broader context, intertwined with other trade agreements in which DEPA Parties are engaged. Statements made in the DEPA could be considered in an international dispute settlement, even when the dispute does not emanate directly from DEPA’s specific provisions. Moreover, these statements could play a significant role in resolving disputes arising from breaches of other commitments made within DEPA that are not excluded from Module 14.
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(dispute settlement), when the crux of the matter pertains not to the correct interpretation or application of Article 4.3. Moreover, it is worth noting that while Module 14 does not extend to Article 4.3 (Cross-Border Transfer of Information by Electronic Means), it is indeed applicable to Article 4.2 (Protection of Personal Information), which states, in paragraph 10, that “the Parties shall endeavour to mutually recognise the other Parties’ data protection trustmarks as a valid mechanism to facilitate cross-border information transfers while protecting personal information.” Additionally, the fact that under Annex I of the DEPA, Article 4.3 does not create any rights or obligations between the Parties should not necessarily be interpreted to mean that such provision does not create rights and obligations at all, or that it cannot be considered in other agreements.

It should not be overlooked that the commitments undertaken in the DEPA could have an impact on investor-state dispute settlement, for instance, to interpret what constitutes the international minimum standard that the host country should observe concerning foreign investors, or to determine in which case a measure taken by a state could constitute indirect expropriation. In this sense, the practice of states in concluding treaties ‘is capable of strengthening the alleged rules of customary international law’. Investment disputes generally involve a claim of liability of the host state for some form of indirect expropriation carried out without compensation or in violation of the principle of fair and equitable treatment. For instance, a change in regulations pertaining to privacy or personal data transfers can significantly escalate a company’s operational expenses within a specific country. Such regulatory shifts may be perceived as a form of indirect expropriation by investors who initiated business activities in that country under less stringent data protection regulations.

This is an area where judges often employ various interpretative elements to adjudicate disputes. Consequently, many of the decisions rendered in this context have generated concerns, primarily due to perceptions of overreach or excessive creativity in interpreting rules of foreign investment law, such as those relating to indirect expropriation or fair and equitable treatment in favor of foreign investors, at the expense of the legitimate sovereignty of host states, including the regulatory or "police" powers of states. Furthermore, this domain has witnessed robust growth in recent years, with particularly pronounced effects on developing countries. The rapid expansion can be attributed to both the substantial costs involved in investment dispute resolution and its significant political ramifications.

220 Subedi, 2008: 85. It should be noted that ‘Module 1 of DEPA stipulates that the parties’ existing agreements still co-exist. Ambiguity arises as DEPA is silent on the status of future agreements. While any inconsistency with another agreement is subject to consultation, it is currently unclear whether it would go to a dispute under DEPA or the other treaty’ (Kelsey, 2020). In this sense, the issue of DEPA’s relationship with the CPTPP resurfaces. The original negotiating parties will have assumed that for enforcement they would rely on the CPTPP dispute mechanism. With non-CPTPP parties, if the data provisions are made part of DEPA they could be covered under its dispute mechanism, although it is unclear what remedies might realistically apply.
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IX. Conclusions

Digital transformation stands as a pivotal catalyst for growth and innovation in today's global economy. The rapid expansion of the digital landscape, coupled with innovative business models, has accentuated the compelling necessity to establish suitable trade regulations and governance mechanisms that effectively address digital trade’s main challenges.

Undoubtedly, the collection, processing, and sharing of personal data have assumed a central role in the modern data-centric digital economy. It is increasingly evident that data flows constitute the bedrock upon which cross-border digital trade is built, thus underscoring the growing consensus regarding the need for enhancing global digital data governance.

Despite this matter's increasing importance, it has yet to be possible to achieve an international consensus to comprehensively tackle the diverse aspects of digital trade at the multilateral level. As a result, it has become more common to encounter digital trade provisions incorporated into new free trade agreements, resulting in what is often described as a 'spaghetti bowl' of regulations in the digital trade sphere. This has given rise to distinct visions or models, prominently exemplified by the proliferation of the 'US-led digital trade template,' which prioritizes the free flow of data.

In this scenario, the question arises whether the DEPA, one of the pioneering comprehensive international agreement on digital trade, could be considered a pathfinder in shaping global rules for cross-border data flows. DEPA is frequently touted as an innovative free trade agreement, especially in terms of its adaptable design and modular approach. Consequently, new parties can determine the extent of their commitment, without being bound to fully embrace the entirety of the agreement.

As demonstrated in this paper, when examining the rules concerning data flows governance, the DEPA closely aligns with the approach championed by the United States during the TPP negotiations. It's important to note that even though the United States is not a participant in the CPTPP, its provisions draw heavily from the TPP, where the US played a significant role in shaping the negotiation process. The similarity might be attributed to the relatively brief negotiation period for DEPA, which ‘inevitably required drawing heavily on existing agreements'. Consequently, especially regarding cross-border data flows, DEPA does not pave a new direction but rather the continuation of the one traced by the United States. This circumstance has a decisive impact on the added value offered by this digital trade agreement.

DEPA rules governing cross-border data flows (Article 4.3) take verbatim CPTPP cross-border transfer of information provision, also affirming parties' previous levels of commitment contained in other agreements. As highlighted in the report, this situation can pose significant challenges. Questions arise about which prior agreements would set parties' "level of commitments relating to cross-border transfer", mainly when they may exist inconsistent or contradictory rules. The complexity is further heightened when considering countries that are not part of the CPTPP. These factors could hurt the likelihood of new DEPA parties embracing all its modules. Despite DEPA's personal information protection provisions being more detailed than the CPTPP text, they ‘fail to set minimum standards'. Furthermore, DEPA strongly promotes interoperability through the adoption and mutual recognition of voluntary self-regulatory approaches, which could be considered in some way equivalent to the implementation of comprehensive or sectoral privacy/data protection laws. On the other hand, from the detailed review of Article 4.2, on personal information protection, it is possible to note that DEPA, taking as its basis Article 14.8 of CPTPP, introduces some new elements that seem to reveal an intention not only to maintain the commitments reached in the CPTPP but also to deepen data transfer obligations.
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As observed in the case of Chile, the shift towards interoperability entails aligning more closely with the US model and moving away from the approach taken in certain bilateral FTAs concluded before the commencement of DEPA’s negotiation process. The course followed by Chile in South America aims at achieving regulatory convergence in the domain of data privacy/data protection. This convergence is underpinned by laws or administrative regulations geared towards safeguarding the personal information of users engaged in electronic commerce. The ultimate goal, as demonstrated in the Chile-Argentina FTA, is to ensure that individuals receive a level of protection that is at least as strong as the legal and administrative provisions in place in the exporting country, preserving their rights.

In the global context where consensus on data governance rules remains elusive due to divergent and often conflicting approaches, the fact that one of the first comprehensive international agreement on digital trade has adopted the US model does not seem innocuous. Specifically, with regard to cross-border data flows, DEPA does not forge a new path but rather follows the trajectory set by the United States. This circumstance has a decisive impact on the added value offered by this digital trade agreement. If we consider that DEPA has been specially conceived and designed as a pathfinder to ‘influence and contribute to multilateral trade negotiations on digital trade’, it is not difficult to imagine that a broad accession or replication of its terms and provisions could end up producing a de facto harmonization under the US data governance model.
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